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Item 2.02 Results of Operations and Financial Condition.

On September 30, 2022, ZeroFox Holdings, Inc. (the “Company”) will post on the investor relations section of its website supplemental historical
quarterly financial information for its constituent companies, ZeroFox, Inc. and ID Experts Holdings, Inc. The supplemental financial information is
included in an Investor Presentation (the “Investor Presentation”), a copy of which is furnished with this report as Exhibit 99.1.

Item 7.01 Regulation FD Disclosure.

On September 30, 2022, the Company announced financial guidance for the second half of fiscal year 2023. For the second half of fiscal year
2023, the Company expects revenue to be in the range of $82 million to $86 million. The Company’s revised financial outlook reflects the timing of
investments in growth resulting from the delay in completing its business combination and a more uncertain macro environment. The Company’s
guidance for the second half of fiscal year 2023 reflects the results of operations from the closing date of the business combination on August 3, 2022.

On September 30, 2022, the Company made available the Investor Presentation, which the Company will use at various conferences and meetings
with investors, analysts and others.

Forward-Looking Statements

Statements in this report may constitute “forward-looking statements” under the Private Securities Litigation Reform Act of 1995. All statements, other
than statements of historical fact, that address activities, events or developments that we expect, believe or anticipate will or may occur in the future,
including statements about expected revenue, are forward-looking statements. The words “will,” “may,” “believes,” “anticipates,” “thinks,” “expects,”
“estimates,” “plans,” “intends,” and similar expressions are intended to identify forward-looking statements. Forward-looking statements involve risks
and uncertainties that could cause actual results to differ materially from those anticipated by these forward-looking statements. The inclusion of any
statement in this report does not constitute an admission by ZeroFox or any other person that the events or circumstances described in such statement are
material. In addition, new risks may emerge from time to time and it is not possible for management to predict such risks or to assess the impact of such
risks on our business or financial results. Accordingly, future results may differ materially from historical results or from those discussed or implied by
these forward-looking statements. Given these risks and uncertainties, the reader should not place undue reliance on these forward-looking statements.
These risks and uncertainties include, but are not limited to, the following: our ability to recognize the anticipated benefits of the business combination;
defects, errors, or vulnerabilities in ZeroFox’s platform, the failure of ZeroFox’s platform to help customers minimize cyber attacks on their assets,
misuse of ZeroFox’s platform, or risks of product liability claims would harm ZeroFox’s reputation and adversely impact our business, operating results,
and financial condition; if ZeroFox’s platform offerings do not interoperate with our customers’ network and security infrastructure, or with third-party
products, websites or services, our results of operations may be harmed; we may not timely and cost-effectively scale and adapt our existing technology
to meet our customers’ performance and other requirements; our ability to introduce new products and solutions and features is dependent on adequate
research and development resources and our ability to successfully complete acquisitions; our success depends, in part, on the integrity and scalability of
our systems and infrastructure; we rely on third-party cloud providers, such as Microsoft Azure, Amazon Web Services, and Cloudflare, to host and
operate our platform, and any disruption of or interference with our use of these offerings may negatively affect our ability to maintain the performance
and reliability of our platform which could cause our business to suffer; we rely on software and services from other parties; ZeroFox has a history of
losses, and we may not be able to achieve or sustain profitability in the future; if organizations do not adopt
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cloud, and/or SaaS-delivered external cybersecurity solutions that may be based on new and untested security concepts, our ability to grow our business
and our results of operations may be adversely affected; we have experienced rapid growth in recent periods, and if we do not manage our future growth,
our business and results of operations will be adversely affected; we face intense competition and could lose market share to our competitors, which
could adversely affect our business, financial condition, and results of operations; competitive pricing pressure may reduce revenue, gross profits, and
adversely affect our financial results; adverse general and industry-specific economic and market conditions and reductions in customer spending, in
either the private or public sector, including as a result of geopolitical uncertainty such as the ongoing conflict between Russia and Ukraine, may reduce
demand for our platform or products and solutions, which could harm our business, financial condition and results of operations; the COVID-19
pandemic could adversely affect our business, operating results, and financial condition; if we fail to adapt to rapid technological change, evolving
industry standards and changing customer needs, requirements or preferences, our ability to remain competitive could be impaired; if we are unable to
maintain successful relationships with our channel partners, or if our channel partners fail to perform, our ability to market, sell and distribute our
platform will be limited, and our business, financial position and results of operations will be harmed; we target enterprise customers and government
organizations, and sales to these customers involve risks that may not be present or that are present to a lesser extent with sales to smaller entities;
historically, one U.S. government customer has accounted for a substantial portion of IDX’s revenues and is expected to account for a substantial portion
of our revenues; we may need to raise additional capital to maintain and expand our operations and invest in new solutions, which capital may not be
available on terms acceptable to us, or at all, and which could reduce our ability to compete and could harm our business; we will incur significant
increased expenses and administrative burdens as a public company, which could negatively impact our business, financial condition and results of
operations; there may not be an active trading market for our common stock, which may make it difficult to sell shares of our common stock; our
common stock price may be volatile due to factors outside of our control; the convertible notes issued in connection with the business combination may
impact our financial results, result in the dilution of our stockholders, create downward pressure on the price of our common stock, and restrict our
ability to raise additional capital or take advantage of future opportunities; we rely heavily on the services of our senior management team, and if we are
not successful in attracting or retaining senior management personnel, we may not be able to successfully implement our business strategy; and our
management has limited experience in operating a public company.

Additional information concerning these, and other risks, is described under “Risk Factors” in the Amendment No. 1 to registration statement on Form
S-1 filed on September 27, 2022. We expressly disclaim any obligation to update any of these forward-looking statements, except to the extent required
by applicable law.

The information in Items 2.02 and 7.01 of this Current Report on Form 8-K and the Exhibit attached hereto shall not be deemed “filed” for
purposes of Section 18 of the Securities Exchange Act of 1934, as amended (the “Exchange Act”) or otherwise subject to the liabilities of that Section,
nor shall they be deemed incorporated by reference in any filing under the Securities Act of 1933, as amended, or the Exchange Act, regardless of any
general incorporation language in any such filing.

Item 9.01 Financial Statements and Exhibits.

(d) Exhibits:

99.1 Investor Presentation of ZeroFox Holdings, Inc. dated September 2022.

104  Cover Page Interactive Data File (formatted in Inline XBRL)
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SIGNATURES

Pursuant to the requirements of the Securities Exchange Act of 1934, the registrant has duly caused this report to be signed on its behalf by the
undersigned hereunto duly authorized.

ZEROFOX HOLDINGS, INC.

Date: September 30, 2022 By: /s/ Timothy S. Bender

Name: Timothy S. Bender
Title:  Chief Financial Officer



Exhibit 99.1

(v) ZEROFOX

Investor Presentation
September 2022

EXTERNAL CYBERSECURITY




Safe Harbor

Disclaimer and Forward-Looking Statements

Statemants in this presentation may constitute “forward- looking statements” under the Private Securities Litigation Reform Act of 1995, All
staternents, other than staternents of historical fact, that address activities, events or developments that we expect, believe or anticipate will
of may occur in the future, including staterments related to plans, strategies and objectives of management, our business prospects, our
systems and technology, product innovation, and our competitive position, are forward-looking statements. The words “will," "rmay,”
“believes,” "anticipates,” “thinks,” "expects,” “estimates,” “plans,” “intends,"” and similar expressions are intended to identily forward-locking
statements. Forward-looking statements involve risks and uncertainties that could cause actual results to differ materially from those
anticipated by these forward-locking statements. The inclusion of any statement in this communication does not constitute an admission by
ZeroFox or any other person thot the events or circumstances described in such statement are material. In addition, new risks may emerge
from time to time and it is not possible for management to predict such risks or to assess the impact of such risks on our business or financial
results. Accordingly, future results may differ materially from historical results or from those discussed or implied by these forward-looking
statemnants. Given these risks and uncertainties, the reader should not place undue relionce on these forward-looking statements. Thase risks
and uncertainties include, but are not limited to, the following: our ability to recognize the anticipated beanefits of the business combination;
defects, errors, or vulnerabilities in ZeroFox's platform, the failure of ZeroFox's platform to help customers minimize cyber attacks on their
assets, misuse of ZeroFox's platform, or risks of product liability claims would harm ZeroFox's reputation and adversely impact our business,
eperating results, and financial condition; if ZeroFox's platform offerings do not interoperate with our customers’ network and security
infrastructure, or with third-party products, websites or services, our results of operations may be harmed; we may neot timely and
cost-effectively scale and adapt our existing technology to meet our customers’ performance and other requirements; our ability to introduce
new products and solutions and features is dependent on odequate research and development resources and our ability to successfully
complete acquisitions; our success depends, in part, on the integrity and scalability of our systems and infrastructure; we rely on third-party
cloud providers, such as Microsoft Azure, Amazon Web Services, and Cloudflare, to host and operate our platform, and any disruption of or
interferance with our use of these offerings may negatively affect our ability to maintain the performance and reliability of our platform which
could cause our business to suffer; we raly on software and services from other parties; ZeroFox has a history of losses, and we may not be
able to achieve or sustain profitability in the future; if organizations do not adopt cloud, and/or Saas-delivered external cybersecurity
solutions that may be based on new and untested security concepts, our ability to grow our business and our results of oparations may be
adversely affected; we have experienced rapid growth in recent perieds, and if we do not manage our future growth, our business and results
of operations will be adversely affected;



Safe Harbor

Disclaimer and Forward Looking Statements

we face intense competition and could lose market share to our competitors, which could adversely affect our business, financial condition,
and results of operations; competitive pricing pressure may reduce revenue, gross profits, and adversely affect our financial results; adverse
general and industry-specific economic and market conditions and reductions in customer spending, in either the private or public sector,
including as o result of geopolitical uncertainty such as the ongoing conflict between Russio and Ukraine, may reduce demand for our
platform or products and solutions, which could harm our business, financial condition and results of operations; the COVID-19 pandemic
could adversely affect our business, operating results, and financial condition; if we fail to adapt to rapid technological change, evolving
industry standards and changing customer needs, requirements or preferences, our ability to rermdin competitive could be impaired; if we are
unable to maintain successful relationships with our channel partners, or if our channel partners fail to perform, our ability to market, sell and
distribute our platform will be limited, and our business, financial position and results of operations will be harmed; we target enterprise
customers and government organizations, and sales to these customers involve risks that may not be present or that are present to a lesser
extent with sales to smaller entities; historically, one U.S. government customer has accounted for a substantial portion of IDX's revenues and
is expected to account for a substantial portion of our revenues following the business combination; we may need to raise additional capital
to maintain and expond our operations and invest in new solutions, which capital moy not be available on terms acceptable to us, or at all,
and which could reduce our ability to compete and could harm our business; there may not be an active trading market for our cormmon
stock, which may make it difficult to sell shares of our common stock; our common stock price may be volatile due to factors outside of our
control; the convertible notes issued in connection with the business combination may impact our financial results, result in the dilution of our
stockholders, create downward pressure on the price of our common stock, and restrict our ability to raise additional capital or take
advantage of future opportunities; we rely heavily on the services of our senior management team, and if we are not successtul in attracting
or retaining senior management personnel, we may not be able to successfully implement our business strategy; and cur management has
limited experience in operating a public company.

Additional informotion concerning these, and other risks, is described under “Risk Foctors” in the Amendment No. 1 to registration statement
on Form S-1filed on September 27, 2022. We expressly disclaim any obligation to update any of these forward-looking statements, except to
the extent required by applicable law.



Safe Harbor

Disclaimer and Forward Looking Statements

This presentation references non-GAAP financial measures, including non-GAAP gross profit, non-GAAP gross margin, non-GAAP subscription
gross profit and non-GAAP subscription gross margin. Non-GAAP financial measures should be considered in addition to, and not as o
substitute for, measures of financial performance prepared in accordance with GAAP, The use of these non-GAAP measures is limited as they
include andfor do not include certain items not included andfor included in the most directly comparable GAAP measure. You should be
aware that the Company’'s presentation of these measures may not be comparable to similarly-titled measures used by other companies.
Please refer to the Supplemental Financial Information section of this presentation for a reconciliation of the Non-GAAP financial measures
included in this presentation to the most directly comparable GAAP measures.

Market and Industry Data

Information contained in this presentation concerning the market and the industry in which we compete, including general expectations of
market opportunities and market sizes, are based on information from various third-party sources, publicly available information, various
industry publications, internal data and estimates, and assumptions made by us based on such sources and our knowledge of the external
cybersecurity market and data breach response market. Internal dato and estimates are based upon information obtained from trade and
business organizations and other contacts in the markets in which we operate and our management's understanding of industry conditions.
This information and any estimates provided herein involve numerous assurmptions and limitations, and you are cautioned not to give undue
weight to such information. Third-party sources generally state that the information contained in such sources have been obtained from
sources believed to be reliable. Although we believe that such information is reliable, there can be no assurance as to the accuracy or
completeness of such information. Industry and market data could be wroeng because of the method by which sources obtained their data
and because infermation cannot always be verified with complete certainty due to the limits on the availability and reliability of raw data, the
voluntary nature of the data gathering process and other limitations and uncertainties. We have not independently verified any third-party
information and each publication speaks as of its original publication date (and not as of the date of this presentation). In addition, we do not
know all of the assumptions regarding general economic conditions or growth that were used in preparing the forecasts from the sources
relied upon or cited herein. The industry in which we operate is subject to a high degree of uncertainty and risk. As o result, the estimates and
market and industry information provided in this presentation are subject to change.
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Opportunity




ZeroFox Exposes, Disrupts

& Responds to Threats
Outside the Perimeter




ZeroFox At a Glance

o.7.0 Category leader in External
T4 Cybersecurity

7] Protect enterprises from threats
outside the perimeter

Key Metrics

Cloud-native Saa$ platform combining
advanced analytics, threat intelligence,

$85M S6IM = adversary disruption and response

TH FY23 2023
Revenue® ARR™**

Total Customers

0 Large and growing enterprise customer
I} base across all major verticals

*Pro forma combined basis **Zerofox stand-alone



The Next Significant Cybersecurity Category

External
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beyond the
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External Cyber Attacks Are Increasing

Increase in account Increase in domain CISOs reported an
takeover attacks over the security alerts year increase in external
last 2 years over year attacks to their org

Source: ZeroFox Intelligence




Solving the External

Cybersecurity Problem Requires
a Platform-Based Approach




The ZeroFox External Cybersecurity Platform

ZeroFox Protection ZeroFox Intelligence ZeroFox Disruption ZeroFox Response

* Brards * Dormain Takedowns
* Sockal Infirg Rermediation & Tokedowns
» Pl Tokedowns

* Automated Blocking Actions

* Global Disruption Network

» Cyber Threat Intalkgence

* Physicol Securnity Intalligence
» On Demaond Investigations

» Dedicated Andalysts

» Dol Wab Opaedtives

» Intelligance Search & Feeds

» Breoch Intelligence

» Incident Response
* Breach Notifications & Call Canter Sendces

* Imparsonation Detection
» Exesgulivis * Anti-Phishing Protestion
» Indivicheals » Froud Datection

* Domaing * Dark Wat Monitoring

s Social Madia » Dato Leakoge Detection
* Mobile Apps » 3rd Party Risk

» Credit Cards * Intarnat infrastructue

* idantity Protection & Restoration
* Cyber Low & insuwrance Colloboration

Al + HUMINT
OnWatch™

124 x 7 50Cs | Intelligence Experts | Alert Validation | Escalations | Support

Managed Intelligence Service | Multiple Globo

cial Intelligence
Collect Process Analyze

Global Intelligence ZeroFox Art
from Internet

INTEGRATIONS

Data Services

App Library (700+) CTI Telemetry Global Disruption

Aralytied SIEM & SOAR ITEM Hv#"i&&lim Vulrssrabiity & Risk Ensipaint & NetWork
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ZeroFox+IDX = Unified External Cybersecurity

ZeroFox IDX

> Digital Risk Protection > Breach Notification & Response
> Cyber Threat Intelligence " ' > Identity & Privacy Protection

> Adversary Disruption g [@ :-

> Incident Response "‘-M | |_.--"‘
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The ZeroFox External Cybersecurity Platform

ZeroFox Protection ZeroFox Intelligence ZeroFox Disruption ZeroFox Response

» Brands * Damain Tabedowns
» Sockl Infing Rermediation & Toekeaowns
* Pll Takedowns
» Automated Blocking Actions

» ool Msruption Metwork

» Cyber Threat Intalkgence
» Physicol Security intalligence
» On Demaond Investigations

» Incident Response

» Breach Motifications & Call Center
Services

* Imparsonation Detection
* Exescutives + Anti-Phishing Pretection
» Individuals  » Froud Detection
¥ Dommeaing * Dark Web Monitoring
» Skl Madia * Dato leakage Detection
» Mcbile Apps * 3rd Party Risk

» Credit Cords * Inkernet infrostructune

» Dedicated Andalysts

» Dok Walb Oparglives

» intelligence Saorch & Feeds
* Breach Imtelligence

» Identity Protection & Restoration

» Cyber Low & Insurance
Collaboration

Al + HUMINT
OnWatch™

Managed Intelligence Service | Multiple Global 24 x 7 50Cs | Intelligence Experts | Alert Validation | Escalations | Support

Global Intelligence ZeroFox Artificial Intelligence
from Internet - Process Analyze

INTEGRATIONS

Data Services

App Library (700+) CTI Telemetry
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05

Global Disruption
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ZeroFox + IDX Synergies

Accelerate Platform Roadmap
o Accelerate multi-pillar external cybersecurity strategy
o leverage IDX large customer base and intelligence capabilities

Accelerate Globalization
o 100% of IDX business is U.S.-based
o Leverage ZeroFox's international go-to-market capability

Accelerate Revenue

o Current ZeroFox customers have new best-of-breed capabilities and products
o IDX customers require new protection capabilities



Multiple Growth Drivers

O Land New Customers

67
&

—:é;ﬁ International Expansion

(:; Rapid Innovation

Expand Existing Customers




The ZeroFox Competitive Advantage

() ZEROFOX
Unified External Cybersecurity

Protection Intelligence Disruption Response

proofpoint. \GROWDSTRIKE /D csc KRILL

1. Recorded e
RAPIDP "lil* Futare’ MANDIANT !_:axperlqn

F::RTINET MANDIANT %

ol
Tran E;I.Ji'lioﬁ‘:J




Why We Win

Best-in-class protection,
intelligence, disruption &
response

Rapid pace of ° Unrelenting focus
innovation on our customers

and execution

Breadth of
platform &
capabilities

Experience
& scale




Platform

Overview




Unified External
Cybersecurity
Platform

Cloud-native platform that
combines advanced analytics,
threat intelligence, adversary
disruption, and response
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The ZeroFox External Cybersecurity Platform

ZeroFox Protection ZeroFox Intelligence ZeroFox Disruption ZeroFox Response

* Brands * Domain Takedowns
* Sockal Infirg Rermediation & Tokedowns
» Pl Tokedowns

* Automated Blocking Actions

* Global Disruption Network

» Cyber Threat Intelkgence

* Physicol Securnity Intalligence
» On Demaond Investigations

» Dedicated Andalysts

» Dol Wab Opaedtives

» Intelligance Search & Feeds

» Breoch Intelligence

» Incident Response
* Breach Notifications & Call Canter Sendces

* Impersonation Detection
» Exesgulivis * Anti-Phishing Protestion
» Indivicheals » Froud Datection

* Domaing * Dark Wat Monitoring

s Social Madia » Dato Leakoge Detection
* Mobile Apps » 3rd Party Risk

» Credit Cards * Intarnat infrastructue

* idantity Protection & Restoration
* Cyber Low & insuwrance Colloboration

Al + HUMINT
OnWatch™

124 x 7 50Cs | Intelligence Experts | Alert Validation | Escalations | Support

Managed Intelligence Service | Multiple Globo

cial Intelligence
Collact Process Analyze

Global Intelligence ZeroFox Art
from Internet

INTEGRATIONS

Data Services

App Library (700+) CTI Telemetry Global Disruption

ARalytiEd
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How It Works

ol o
G’é“@

Identify Key Assets

* Brands & Products

» Domains

» Execulives

» Locations

» Social Accounts

» 3rd Party Risk

» Internet Infrastructure

Collect Intelligence

» Surface web

» Deep and dark web
» Social media

» Mobile opps

» Botnets

» Domains

» Marketplaces

Analyze and Alert

Machine Learning

Image Comparison
Santimeant Analysis

Deap Fake Analysis
Advanced Tradacraft
Linguistics

Unique Underground Access

Disrupt and Respond

» Takedowns

» Adversary Disruption

» Global Disruption Network
» Investigation

» Incident Responsea

» Breach Response

ZeroFox Artificial Intelligence




Digital Risk Protection

Protection Across The Public Attack Surface

Cover Your External Assets
Protect domains, executives and brands
across the surface, deep and dark web

- - © e

== § [y .
o o Quickly Detect & Alert to New Threats
o s oo @ o~ Al-powered platform to detect hidden
o = 0o threats with 24x7x365 SOC validation and
. _— . triage
- e o o= : ?
— [T — e Adversary Disruption & Takedowns
= . 2 o - Leverage a Global Disruption Network to
o i D @ e block fraud and dismantle infrastructure

CRITICAL ALERT



Dark Web Monitoring & Dark Ops

Gain Awareness of Attack Plans & Breaches, Directly Engage the Underground

Monitor the Dark Web Continuously
Al and human intelligence collection
alerts to data leakage, attack chatter and
ransomware

Directly Engage the Criminal Underground
Al-powered to detect hidden threats with
24x7x365 SOC validation and triage

OnDemand
Investigati

Conduct In-Depth, Custom Investigations
Correlate threat data, research
campaigns, and investigate actors based
on your RFls




Adversary Disruption

Remove Fraud at Scale & Disrupt Adversary Infrastructure

Take Down Malicious Content

Quickly remove spoofed domains,

impersonations, offending content and more
o Speed Time to Disruption
e PN o e »  Proactively disrupt attack infrastructure and
7\ o~ e o= = block access to offending content to
P —— - —— P— minimize exposure

Streamline Remediation Workflow
weirareel e > Instantly share indicators with hundreds
e e , — wn of provider partners via Global Disruption
Network to scale response quickly
and easily

P S



Cyber Threat Intelligence

Differentiated Data & Expertise to Reduce Risk
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Alerts.

Hews
Vulrerakelities
Bagnet

Batnist Compramised
Credentialy

L2 Domains

Compromised
Credentials

Cridit Carghs
Domains

Email Addregses
Expioits
Matware
Phishing

Phors Numbers
Ransorrare

Thireat Acices

Investigate Petabytes of Threat Data &
Finished Intelligence
Al and human intelligence collection
deliver context-rich threat data and
actionable intelligence reports

Integrate Unique Intel Into Your Tools
Power up your security stack with
turn-key integrations that bring unique
insights to your security teams

On-Demand Intelligence Analysis
Support better decision-making with
cyber, physical, and geopolitical
intelligence according to your PIRs



Physical Security Intelligence

Protect Your People & Worksites

Gain Situational Awareness of Critical Public

o Safety Events
i e > Alert to violence, physical security incidents
@ = O L B et and natural disasters affecting locations
_ Fshimeant e e Access Timely, Validated Intelligence
. > Analysis, validation and context provided
o ] x for each alert by a team of expert PS
e o analysts
e i Configure to Your Locations of Interest
: Mk » Defined location and radius configured for

cities, states, countries or street addresses



Breach Response

Rapidly Respond & Protect Impacted Parties

Deliver Timely and Compliant Breach
Notifications
Rapidly notify impacted customers with
compliant digital or physical notifications

103

\D freen: Provide Comprehensive Support
boctedia o > Leverage live, US-based call center to help

B bring breach victims peace of mind

Q Protect Breach Victims with Identity & Privacy
Monitoring

Easily enroll and protect impacted
populations with SaaS-based platform




Platform Demo




Outpacing Competitors with Rapid Innovation

> Delivered over 200 new platform features in TH FY23
o Intelligence Search, Global Intelligence Feeds, Requests for Information automation

> Key themes include:
Protection - enhancements to domain, social and impersonation protection
Intelligence - Intelligence Search enhancements and continuing to expand breadth

and depth of intelligence data

Disruption - continuous improvements to the speed and effectiveness of adversary
disruption capabilities

Response - further integration of ZeroFox & IDX platforms and increased automation



Driving Growth &

Go-To-Market




Channel First Go-To-Market

Global Channel Partner Program
(VARSs, Distributors, MSSPs, OEM, Strategic Partners)

New Sales Account Munugement
New Customer Acquisition Renewals, Expansion

Sales Engineers

Direct Sales & Account Management segmented by
Named Accounts and Territories



Multiple Growth Drivers

O Land New Customers

67
&

—:é;ﬁ International Expansion

(:; Rapid Innovation

Expand Existing Customers




Land New Customers -G ®

> Expanding sales capacity
Winning more large enterprise deals
Increasing contribution from channel partners

> Increasing awareness and marketing



Expand Existing Customers ()¢ (0

Increasing number and types of assets protected and
takedown volumes

Cross-sell additional platform capabilities

Continue to invest in account management and customer
experience



- e 62\ N
International Expansion QG4 &

Expanding international
sales capacity

Investing in channel




Financial Highlights




Revenue Growth Driven by Subscription

ZeroFox Annual Revenue ZeroFox 1H Revenue
(millions) (millions)

547
$29
26%
Yoy
$23 Growth
szg I .

FY20 Fy2i Fy22 1H22 1H23

516




Case Study: Fortune 500 Bank

Problem
Initial concerns around executive and brand impersonations
Significant growth in threats resulted in the need for an
increase in takedown volumes
Bank also interested in adding threat intelligence to detect
more cyber threats as well as physical security threats

Use Cases
Executive Protection Threat Intelligence
Brand Protection » Physical Security Intelligence
Takedowns

Why ZeroFox

Delivered high value with initial use case
Vision and breadth of platform capabilities

Result
143% increase in Annual Contract Value



Case Study: Largest
Breach Response
Contractin History

Millions of Federal Employees
Protected

Generates $83M in Annual Revenue
Catalyst for Significant New Wins

$133M Initial $460M
Contract Extension

2015 2018

THE WALL STREET JOURNAL.

U.S. Awards [dentity-Protection Contract Following
OPM Breach

IDX lands contract to monitor risks for people whose data
were stolen

Program
Funded Through

2027




Financial Highlights




Revenue Growth Driven by Subscription

ZeroFox Annual Revenue ZeroFox 1H Revenue
(millions) (millions)

547
$29
26%
Yoy
$23 Growth
szg I .

FY20 Fy2i Fy22 1H22 1H23

516




Growth in Breach Response

IDX Annual Revenue IDX 1H Revenue
(millions) (millions)
557
33%
5101 5101 208 $53 Yoy
Growth
518 s12 $16
$83 $41 $41
FY19 FY20 FY21 1H21 1H22

BOPM W Breach mOPM mBreach



ARR and Customer Growth

ZeroFox Annual Recurring Revenue ZeroFox Customers

(millions)

914
883
461 798 2
§57 721 763
s 1 W 666 692
saq 946
539
452 471
s23 525 I I I

1021 201 3021 4021 1022 202 302 402 1023 2023 1021 2021 3021 4021 1022 2022 3022 4022 1013 2023

Note: We define Annual Recurring Reverue (“ARR) as the annualized contractuol value of all recurring revenue related to contracts in place at the end of the reporting date assuming
any contract is renewed on its existing terms. We continue to include ARR from customers whose term has expired within 90 days of the applicable measurement date for which we are
actively negotiating renewal. We define a custormer as any entity that has entered into a distinet subseription agreement lor acesss to the ZeraFox platiarm far which the term has not
ended or with which we are continuing to provide service and negotioting o renewal contract that expired within 50 days of the applicable measurement date. We do not consider aur
chanmnel portnars as customans, and we treat managed service security providers, who may purchase our products on behall of multiple companles, as a single customer.



ZeroFox Gross Margin

ZeroFox Annual GAAP & Non-GAAP ZeroFox 1H GAAP & Non-GAAP
Gross Margin Gross Margin
66% 67% % An
65% B5% bR 6?% BR% E'?%
FY20 FY21 FY22 1H22 1H23

* Sea Supplemeantal Financial Information Tof GAALP 1o Non-GAAP reconciliation



IDX GAAP Gross Margin

IDX Annual Gross Margin IDX 1H Gross Margin

25%
22%
lg% I

FY19 FY 20 Fy21 1H21 1H22

22% 275,



Investing For Growth

Foundation for Scale & Future Operating Leverage

ZeroFox Annual GAAP and Non-GAAP ZeroFox 1H GAAFP Non-GAAP
Loss from Operations Loss from Operations
(millions) (millions)

FY2l

7
5115]5“ )

19) 5(19
$(19) 5(13) si21)

5(17)

$(28) 5(21)

* See Supplemental Financial Information Tor GALP 10 Nomn=-GAAP reconcilialion



IDX Profitability Profile

IDX Annual GAAP Operating Income
(millions)

$10

FY19 FY20 Fy21

IDX 1H GAAP Operating Income

(millions)
$3
51
1H21 1H22



Supplemental Financial

Information




Non-GAAP Financial Measures

In addition to our results determined in accordance with GAAP, we believe the following non-GAAP measures are useful in evaluating our
operating performance. We use the following non-GAAP financial infermation to evaluate our ongeoing eperations and for internal planning
and forecasting purposes. We believe that non-GAAP financial information, when taken collectively, may be helpful to investors because it
provides consistency and comparability with past financial performance by excluding certain items that may not be indicative of our
business, results of operations or outiook. However, non-GAAP financial information s presented for supplemental informational purposes
only, has limitations as an analytical tool, and should not be considered in isolation or as a substitute for financial information presented in
accordance with GAAP.

Other companies, including companies in our industry, may calculate similarly titled non-GAAP measures differently or may use other
measures to evaluate their performance, all of which could reduce the usefulness of our non=-GAAP financial measures as teols for
comparison, For example, free cash flow is not a substitute for cash used in operating activities. Additionally, the utility of free cash flow as a
measure of our liquidity is limited as it does not represent the tetal increase or decrease in our cash balance for a given period.

A reconciliation is provided below for each nen-GAAP financial measure to the most directly comparable financial measure stated in
accordance with GAAP. Investors are encouraged to review the related GAAP financial measures and the reconciliation of these non-GAAP
financial measures to their most directly comparable GAAP financial measures and not rely on any single financial measure to evaluate our
business.

Non-GAAP Gross Profit and Non-GAAP Gross Margin

We define non-GAAP gross profit and non-GAAP gross margin as GAAP gross profit and GAAP gross margin, respectively, excluding
stock-bosed compensation expense and amortization of acquired intangible assets. We believe non-GAAP gross profit and non-GAAP gross
margin provide our management and investors consistency and comparakility with our past financial performance and facilitate
period-to-period comparisons of operations, as these measures eliminate the effects of certain variables unrelated to our overall operating
performance.

Non-GAAP Loss from Operations

We define non-GAAF loss from operations as GAAF loss from operations, excluding stock-based compensation expense, amortization of
acquired intangible assets, and public company offering costs. We believe non-GAAP loss from operations provide our management and
investors consistency and comparability with our past financial performance and facilitates period-to-period comparisons of operations, as
these measures eliminate the effects of certain variaobles unrelated to our overall operating performance,



ZeroFox Income Statement

{unaudited) 11 man 3an 401 Fr1 1022 022 a2 2022 Fra2 1a23 2023
{ckoliars in thousands)
Revenue $ 5566 § 5939 5 6957 $ 10076 5 28538 5 10987 5 11703 5 11916 5 132827  § 47,433 § 13561 § 15152
Cost of revenue 1,905 1479 2,244 4017 5,646 3515 4118 4271 4,345 16,357 4,249 4480
Gress profit 3,660 4450 4,713 6.059 18,892 7372 7.585 7637 BAB2 31,076 0342 10672
Operating expenses:
Research and development 1491 1,335 1391 1,728 5542 2388 3068 3575 778 12,810 3,961 4062
Sales and marketing 5618 4639 4,947 6,242 21,466 6,443 7505 TRED Ta60 29,873 E534 Q8F
General and administrative 1715 2059 2045 3822 9,681 2,031 3838 4,759 5779 16,408 4,945 5,039
Total operating experses 8844 8,073 8383 11785 37,089 10865 14502 16203 17517 59,091 17441 18830
Loss from operations (5,184)  (3613)  [3670) (5730 [18,197) 3497 (6317]  (B.S66)  (9.035) (28,015) (B099)  (8.258)
IFterest expanse, et (405) (586) (sa7) {645) (2,233) (698) (814) (974)  (L099) (3,585) (L386)  (L545)
Loss on extinguishment of debt . [566) - (852) (1,418) . . . - - . -
Change in fair vahee of wamant kabiity [283) 155 - {878) [80E) 131) [5.283) (1862) [153) (7.37%) 15663) {1.396)
Tatal other expense (683} [797) (597) _ (2375) (8,457) (729) _ (6103)  (2836)  (1.292) (10,960) (2049)  (2941)
Less before income tases (5872)  (4420)  (4267)  (8.005) (22,654) (4226) (130200  (11402) (10327 (38,975) (10,148 [1L199)
Income taxes 2 77 10 28 B 15 41 48 [640) [536) 55 56
Net Loas $ (5803) § (4437) 5 (4277) § (8033) S(22740) 5 (4241) 5 (13061) 5 (11450) 5 (9687) §(38.439) S (10203} 5 [11255)
Stock-based compensation inchuded in:
funaudited) 1021 2021 a2 4021 FY21 1q22 2022 3022 022 Fr2 1023 202
(dabkars in thousands)
Cost of revenue 5 15 - 5 - . 5 3 s 5 % 5 % % 5 10 § S0 5 w5 10
Besearch and development n 16 17 17 72 71 L} el 27 a7 55 L3
Sales and marketing 28 51 25 26 130 40 76 59 47 2 as 130
General and administrative 43 L 46 110 245 65 78 BE S8 327 M4 282
Total stodk-based compensation expense 5 86 &5 113 5 88 153 & 480 5 133 § 187 5 194 5 1E2 5  E96 5 IM 5 47




ZeroFox Balance Sheet
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ZeroFox Cash Flow Statement
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ZeroFox GAAP to Non-GAAP Reconciliation

Non-GAAF gross profit and gross margin

(unaudited) 1021 2021 g 4021 FY21 1022 2022 3q22 4022 FY22 1023 2023
Revenue % 5566 5 5939 5 6957 5 10076 § 28,538 $ 10887 % 11,703 § 11916 5 12827 % 47,433 % 13501 5 15152
Gross profit 5 3660 5 4480 5 4713 5 6059 $ 18,892 $ 7372 5 7585 S 7537 § BAB2 5 31,076 5 9342 $ 10672
Add: Swock-based compensation expense 3 - . . 3 5 ) 26 10 50 10 10
Add: Amortization of acquired intangible assets - - 35 105 140 105 120 128 128 481 123 128
Non-GAAP gross. profit 5 3563 5 4460 5 4748 5 6184 $ 19,035 S TAB2 5 7714 § 7791 5 BEW 5 31,607 S5 9480 5 10810
Gross margin 66% 75% 68% 60% 66% 67% 65% Gd% 66% BE% 69% T0%
Non-GAAP gross margin 66% 75% 8% 61% 7% 6B% 6E6% 65% 67% ET% 0% %
Non-GAAP loss from operations

(unaudited) 1021 2021 3021 4021 FY2l 1022 2022 3022 4022 FY22 1023 2023
Lass frafm operations S (5184) 5 (3613) 5 (3670) 5 (5730) S(18,197) 5 (3497) 5(13,749) 5 (1,734) S (9035) 4$(28,015) 5 (8099) S (13,.248)
Add: Stock-based compensation expense 96 113 BE 153 450 133 187 154 182 696 ErL ] 478
Add: Amortization of acquired intangible assets 325 553 918 688 756 789 789 3,022 789 790
Add: Public company offering costs - - - - - 55 1368 [1.423) 3521 3,521 75 2459
Non-GAAR loss from operations $ (5088) § (3500) 5 (3257) 5 (4984) $(16829) 5 (2621) 5 (11438 $ (2074) 5 (4543) $(20,776) 5 (6161) § (9.521)




ZeroFox Key Business Metrics

(unaudited) 1021 2021 3qz1 4021 1Q22 2022 3Q22 4022 1023 2023
(dollars in thousands)
ARR § 22870 5 24628 S5 39279 5 44,088 S5 45628 5 49344 5 51,126 $ 53,930 S 57,091 5 61,343

Subscription customers 452 471 666 692 721 763 798 835 883 914



IDX Income Statement

{unaudited) Q20 2020 3920 4020 oYz 1021 2021 3021 4021 oz 1022 2022
(doliars in thousands)

Revenue § 25784 5 25835 5 25999 5 15814 § 103,536 S 265957 5 26348 5 26949 5 25818 § 106,072 5 27474 5 29232
Cost of revenue 19,493 19,650 19,236 19,521 77,900 20,703 20,687 21,182 20,173 82,745 21,265 22,942
Grass profit 6291 6,289 6,763 6,293 15,636 6,254 5,661 5,767 5,645 13,317 6,209 6,290
Operating expenses:

Research and development 1,025 972 1,115 1,001 4,113 1,127 1,191 1,290 1,333 4,941 1450 1,387
Sales and marketing 1541 1,504 109 1,847 6,988 1971 1,749 1,798 1,664 7,182 1,896 2932
General and administrative 1,141 946 1,189 1,066 4,342 1,102 1,405 1967 2,398 6,872 2,823 1,154
Total operating expenses 3,707 3422 4,400 3514 15,443 4,200 4,345 5055 53595 18,995 6,169 5473
Income from operations 2584 2867 2,363 2379 10,193 2,054 1,316 712 250 4,332 40 #17
Interest expense, net (381) (315) (128) (165) (985} (121) {122) [122) (118) [#83) [120) {137}
Change in fair value of warrant kability - - - - - - - - 1,943) {1,943) - {133)
Total other expense (381) (315) (328) (432) (1,456) (166) (168) (493) (2,316) (3,143) [392) 471)
Loss before income taes 2,203 2552 2,035 1547 8,737 1,888 1148 219 {2,066) 1,189 [352) 346
Income taxes 621 1,062 400 2,083 545 319 35 817 1,716 [94) 117

Met Loss $ 2203 5 1831 § 973 5 1547 $ 665 5 1343 5 B29 5 184 S5 (2883 § (527) & (¥58) & 229




IDX Balance Sheet
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IDX Cash Flow Statement
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Shares Outstanding

Total Shares
(in millions)
ZeroFox / IDX Shareholders 1129 * 1.3 million L&F earnout shares subject to forfeiture:
L&F Class B Shares (Trust) 1.0 1/3 Vesting @ 512.50
L&F Class A Shares (Sponsor) * 4.3 1/3 Vesting @ 515.00
Shares Outstanding 118.2 1/3 Vesting @ $17.50
** The exercise price for the Public and Private Warrants at $11.50
Public Warrants ** 86
Private Warrants ** 76 *** Eorced conversion for Shares from Convertible Notes when
Shares from Corvertible Note *** 13.0 20-day weighted average stock trading exceeds the following triggers:
Shares Including Warrants and Convertible Securities 147.4 After year one anniversary 150% $ 1735
Outstanding Options 8.2 After year two anniversary 130% $ 1495
2022 Equity Incentive Plan 118

Shares Fully Diluted for Equity Plan Securities 167.4






Senior Executive Team

James C. Foster

Founder, Chairman &

CEO

OPTIV UMcAfee
VERISIGN

Renowned thought leader on cyber security
with 20+ years of experience and o dozen
published books, Previously founded Ciphent
{ocquired by Accuvant/Optiv), Foundstone
(McAfes), & Guardent {Uerisign}

Kevin Reardon

Chief Operating

Officer
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Operational executive with over 25 years of
cyber security experience and multiple
successiul exits

Mike Price
Chief Technology
Officer

J McAfee
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Over 20 years of cyber security experience
with o focus on enterprise vulnerability,
risk, and application security systems

y Scott O'Rourke
(o = Chief Revenue Officer
W Trustwave: = AT&T

Over 20 years of exparience in enterprise sales an
sales leadership roles within the cyber security,
technology and telecormnmunications industries

Tim Bender
Chief Financial Officer
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Ower 20 years of strategic, financial and
operation planning experience with
technolegy growth companies. Previeus IPO
experience ot Vocus [ Cision

John Prestridge
Chief Marketing Officer
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Senior enterprise marketing, product, and
sales executive with decades of experience
in delivering results for B28 software
COmpanies




